## **SEC AWS Elasticsearch Initial Setting Up**

### Login

URL: <https://cloud.elastic.co/login?redirectTo=%2Fhome>

Please use assigned user id and updated password to login.

SEC provide group account under account id 3191304545.

### Update profile

Click upper-right corner ID icon after successful login and click on Profile, where user can update login email address, password, and set up multi-factor authentications.

### Create a deployment

From home page main panel, click “Create deployment” at upper-right corner.

Input deployment name, storage settings and follow the guide to create a new Elasticsearch deployment. All configurations can be updated later for your need.

It will generate credentials (userId and password) for API access. Please save it to a file on your local machine for later reference.

### Configure a deployment

Login to Elasticsearch and click on deployment you created

User can view and update the current configurations, run Elastic query or bring up Kibaba console, etc.

For end point information, please click on deployment and “Elasticsearch” from left side navigation menu, the “Copy End Point” will copy the information as a text string. Using end point string and credential received after deployment creation, user can access Elasticsearch data repository from API.

For API Console usage: <https://www.elastic.co/guide/en/elasticsearch/reference/current/search-search.html?baymax=rec&rogue=pop-1&elektra=guide>

For Kibana guideline:

<https://www.elastic.co/guide/en/kibana/current/index.html>